
PMS 289 C • Date: 09/06/2022 • Page Count: 60 • PPI: 340 • Spine width: 0.1765 in

An A.S. Pratt™ PUBLICATION  OCTOBER 2022

Editor’s Note: Fintechs Take Note
Victoria Prussen Spears

What Fintech Companies Need to Know About Key Federal and State Privacy Requirements
Daniel Forester, Melissa Baal Guidorizzi, Sulina Gabale and Ryan McKenney

The Gloves Come Off: CFTC Takes Swing at Alleged Bitcoin Fraud
Alexandra C. Scheibe and Ethan M. Heller

Cryptocurrency as Commodities? Bipartisan Senate Bill Proposes Comprehensive Legislation to 
Regulate Digital Assets
Phillip C. Bauknight and Benjamin M. Ebbink

Responsible Financial Innovation Act: Proposed Tax and Reporting for Digital Assets
Andrea S. Kramer, John T. Lutz, William R. Pomierski and Andrew M. Granek

Second Circuit Considers Whether Syndicated Term Loans Are Securities
Peter I. Altman, Douglas A. Rappaport, Daniel I. Fisher, Jaisohn Jungbin Im
and Jesse Michael Brush

Adviser’s ESG Disclosures End Up in SEC’s Greenwashing Crosshairs
Daniel M. Hawke, Jane Norberg, Christian D. H. Schultz, Erik Walsh,
Ellen Kaye Fleishhacker, Jonathan E. Green and Jonathan S. Martel

Department of Labor Sued in Crypto 401(k) Guidance Lawsuit
Phillip C. Bauknight and Ron M. Pierce

What the C-Suite and Board Should Know About the New CCO Certification Requirement From DOJ
Mark A. Rush and Nadia J. Brooks

First Settlement with Non-Bank Lender Exemplifies DOJ’s Commitment to Its “Combatting Redlining Initiative”
Paul F. Hancock, Olivia Kelman and Lanette Suárez MartÍn

U.S. Supreme Court Decision Reconfirms Availability of Municipal Bond Financing for Religious Organizations
Jenna Magan, Stephen Spitz, and Marc Bauer

European Regulatory Overhaul for Crypto Firms on the Horizon
Christopher Hurn and Joshua Kaplan

TH
E B

A
N

K
IN

G
 LAW

 JO
U

R
N

A
L

VO
LU

M
E 139 N

U
M

BER
 9

O
C

TO
BER

 2022



THE BANKING LAW

JOURNAL

VOLUME 139 NUMBER 9 October 2022

Editor’s Note: Fintechs Take Note
Victoria Prussen Spears 495

What Fintech Companies Need to Know About Key Federal and State Privacy
Requirements
Daniel Forester, Melissa Baal Guidorizzi, Sulina Gabale and Ryan McKenney 498

The Gloves Come Off: CFTC Takes Swing at Alleged Bitcoin Fraud
Alexandra C. Scheibe and Ethan M. Heller 507

Cryptocurrency as Commodities? Bipartisan Senate Bill Proposes Comprehensive
Legislation to Regulate Digital Assets
Phillip C. Bauknight and Benjamin M. Ebbink 513

Responsible Financial Innovation Act: Proposed Tax and Reporting for Digital
Assets
Andrea S. Kramer, John T. Lutz, William R. Pomierski and Andrew M. Granek 516

Second Circuit Considers Whether Syndicated Term Loans Are Securities
Peter I. Altman, Douglas A. Rappaport, Daniel I. Fisher, Jaisohn Jungbin Im
and Jesse Michael Brush 520

Adviser’s ESG Disclosures End Up in SEC’s Greenwashing Crosshairs
Daniel M. Hawke, Jane Norberg, Christian D. H. Schultz, Erik Walsh,
Ellen Kaye Fleishhacker, Jonathan E. Green and Jonathan S. Martel 525

Department of Labor Sued in Crypto 401(k) Guidance Lawsuit
Phillip C. Bauknight and Ron M. Pierce 529

What the C-Suite and Board Should Know About the New CCO Certification
Requirement From DOJ
Mark A. Rush and Nadia J. Brooks 532

First Settlement with Non-Bank Lender Exemplifies DOJ’s Commitment to Its
“Combatting Redlining Initiative”
Paul F. Hancock, Olivia Kelman and Lanette Suárez Martín 536

U.S. Supreme Court Decision Reconfirms Availability of Municipal Bond Financing
for Religious Organizations
Jenna Magan, Stephen Spitz, and Marc Bauer 540

European Regulatory Overhaul for Crypto Firms on the Horizon
Christopher Hurn and Joshua Kaplan 543



QUESTIONS ABOUT THIS PUBLICATION?

For questions about the Editorial Content appearing in these volumes or reprint permission,

please call:

Matthew T. Burke at ................................................................................... (800) 252-9257

Email: ................................................................................. matthew.t.burke@lexisnexis.com

Outside the United States and Canada, please call . . . . . . . . . . . . . . (973) 820-2000

For assistance with replacement pages, shipments, billing or other customer service matters,

please call:

Customer Services Department at . . . . . . . . . . . . . . . . . . . . . . . . . (800) 833-9844

Outside the United States and Canada, please call . . . . . . . . . . . . . . (518) 487-3385

Fax Number . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . (800) 828-8341

Customer Service Website . . . . . . . . . . . . . . . . . http://www.lexisnexis.com/custserv/

For information on other Matthew Bender publications, please call

Your account manager or . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . (800) 223-1940

Outside the United States and Canada, please call . . . . . . . . . . . . . . . (937) 247-0293

ISBN: 978-0-7698-7878-2 (print)

ISSN: 0005-5506 (Print)

Cite this publication as:

The Banking Law Journal (LexisNexis A.S. Pratt)

Because the section you are citing may be revised in a later release, you may wish to
photocopy or print out the section for convenient future reference.

This publication is designed to provide authoritative information in regard to the subject matter covered.
It is sold with the understanding that the publisher is not engaged in rendering legal, accounting, or other
professional services. If legal advice or other expert assistance is required, the services of a competent
professional should be sought.

LexisNexis and the Knowledge Burst logo are registered trademarks of RELX Inc. Matthew Bender, the
Matthew Bender Flame Design, and A.S. Pratt are registered trademarks of Matthew Bender Properties
Inc.

Copyright © 2022 Matthew Bender & Company, Inc., a member of LexisNexis. All Rights Reserved.

No copyright is claimed by LexisNexis or Matthew Bender & Company, Inc., in the text of statutes,
regulations, and excerpts from court opinions quoted within this work. Permission to copy material may
be licensed for a fee from the Copyright Clearance Center, 222 Rosewood Drive, Danvers, Mass. 01923,
telephone (978) 750-8400.

Editorial Office
230 Park Ave., 7th Floor, New York, NY 10169 (800) 543-6862
www.lexisnexis.com

(2022–Pub.4815)



Editor-in-Chief, Editor & Board
of Editors

EDITOR-IN-CHIEF
STEVEN A. MEYEROWITZ

President, Meyerowitz Communications Inc.

EDITOR
VICTORIA PRUSSEN SPEARS

Senior Vice President, Meyerowitz Communications Inc.

BOARD OF EDITORS
BARKLEY CLARK

Partner, Stinson Leonard Street LLP

CARLETON GOSS

Counsel, Hunton Andrews Kurth LLP

MICHAEL J. HELLER

Partner, Rivkin Radler LLP

SATISH M. KINI

Partner, Debevoise & Plimpton LLP

DOUGLAS LANDY

White & Case LLP

PAUL L. LEE

Of Counsel, Debevoise & Plimpton LLP

TIMOTHY D. NAEGELE

Partner, Timothy D. Naegele & Associates

STEPHEN J. NEWMAN

Partner, Stroock & Stroock & Lavan LLP

iii



THE BANKING LAW JOURNAL (ISBN 978-0-76987-878-2) (USPS 003-160) is published ten

times a year by Matthew Bender & Company, Inc. Periodicals Postage Paid at Washington,

D.C., and at additional mailing offices. Copyright 2022 Reed Elsevier Properties SA., used

under license by Matthew Bender & Company, Inc. No part of this journal may be reproduced

in any form—by microfilm, xerography, or otherwise—or incorporated into any information

retrieval system without the written permission of the copyright owner. For customer support,

please contact LexisNexis Matthew Bender, 1275 Broadway, Albany, NY 12204 or e-mail

Customer.Support@lexisnexis.com. Direct any editorial inquiries and send any material for

publication to Steven A. Meyerowitz, Editor-in-Chief, Meyerowitz Communications Inc.,

26910 Grand Central Parkway, #18R, Floral Park, NY 11005,

smeyerowitz@meyerowitzcommunications.com, 631.291.5541. Material for publication is

welcomed—articles, decisions, or other items of interest to bankers, officers of financial

institutions, and their attorneys. This publication is designed to be accurate and authoritative,

but neither the publisher nor the authors are rendering legal, accounting, or other professional

services in this publication. If legal or other expert advice is desired, retain the services of an

appropriate professional. The articles and columns reflect only the present considerations and

views of the authors and do not necessarily reflect those of the firms or organizations with

which they are affiliated, any of the former or present clients of the authors or their firms or

organizations, or the editors or publisher.

POSTMASTER: Send address changes to THE BANKING LAW JOURNAL, LexisNexis

Matthew Bender, 230 Park Ave, 7th Floor, New York, NY 10169.

POSTMASTER: Send address changes to THE BANKING LAW JOURNAL, A.S. Pratt & Sons,

805 Fifteenth Street, NW, Third Floor, Washington, DC 20005-2207.

iv



The authors of this article explain a recent civil enforcement action by the Commodity
Futures Trading Commission alleging the defendants committed fraud and registration
violations in connection with a bitcoin investment opportunity.

The Commodity Futures Trading Commission (“CFTC”) has filed a civil
enforcement action in the U.S. District Court for the Western District of Texas
charging Cornelius Johannes Steynberg and Mirror Trading International
Proprietary Limited (“MTI”) (collectively, “the defendants”) with fraud and
registration violations.1 The action alleges that from May 2018 through March
of 2021, the defendants orchestrated a multilevel marketing scheme to solicit
bitcoin transfers from individuals into a centralized asset pool (the “pool”)
under the guise of offering investment opportunities.2 The defendants made
these offerings without any CFTC registrations of any kind.3 The CFTC alleges
that MTI should have been registered as a commodity pool operator (“CPO”)
while Steynberg should have been registered as an associated person (“AP”) of
MTI.4 This case is significant not only because of the magnitude of the alleged
fraud, but also for the CFTC’s assertion of enforcement authority over the
cryptocurrency industry at large.

* Alexandra C. Scheibe, a partner at McDermott Will & Emery and head of the firm’s
Fintech and Blockchain Practice Group, focuses her practice on representing cryptocurrency and
fintech companies and financial institutions in all aspects of transactions and regulatory strategy
in the crypto, derivatives and fintech markets. Ethan M. Heller is an associate at the firm
handling corporate and transactional matters with an emphasis on regulatory strategies involving
blockchain, cryptocurrency and fintech companies. The authors may be reached at ascheibe@mwe.com
and eheller@mwe.com, respectively. Aristotle Mannan, a summer associate in the firm’s Boston
office, also contributed to this article.

1 See “Commodity Futures Trading Commission v. Mirror Trading International Proprietary
Limited, and Cornelius Johannes Steynberg,” Case No. 1:22-cv-635, (W.D. Tex. 2022)
[hereinafter “MTI Complaint”].

2 See “CFTC Charges South African Pool Operator and CEO with $1.7 Billion Fraud
Involving Bitcoin,” CFTC, Release Number 8549-22, (June 30, 2022) [hereinafter “MTI
Release”].

3 Id.
4 MTI Complaint, supra note 1 at 4.
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BACKGROUND

MTI was publicly marketed as an opportunity for individuals to invest
bitcoin into the defendants’ pool and earn profits from off-exchange leveraged
trades.5 The CFTC has alleged that the defendants’ scheme purportedly
amassed ill-gotten gains of at least 29,421 Bitcoin at an estimated value of over
$1.7 billion.6 The CFTC further alleges that the defendants misappropriated all
of the pool funds, which makes this enforcement “the largest to date charged by
the CFTC involving [b]itcoin.”7

The CFTC’s enforcement authority over bitcoin was initially asserted in
2015 via In the Matter of: Coinflip, Inc., d/b/a Derivabit, and Francisco Riordan
when the agency first deemed bitcoin a commodity under the Commodity
Exchange Act (“CEA”).8 In 2017, then-CFTC Chairman J. Christopher
Giancarlo publicly branded bitcoin as “a commodity unlike any the Commis-
sion has dealt with in the past.”9 In June 2022, U.S. Securities and Exchange
Commission (“SEC”) Chair Gary Gensler placed added responsibility on the
CFTC when he stated that bitcoin is the clearest instance of a cryptocurrency
meeting the criteria of a commodity.10

Although the CFTC’s authority over bitcoin and cryptocurrency at large has
principally been accepted, this enforcement action presents an opportunity for
the CFTC to formally augment their authority over bitcoin and the larger
cryptocurrency space.

5 MTI Complaint, supra note 1 at (Defendants “purportedly traded off-exchange, retail
foreign currency (‘forex’) on a leveraged, margined, and/or financed basis with participants who
were not eligible contract participants (‘ECPs’) through a proprietary ‘bot’ or software
program.”).

6 MTI Release, supra note 2.
7 See “Statement of Commissioner Kristin Johnson Regarding the CFTC Charging South

African Commodity Pool Operator and CEO with $1.7 Billion Fraud Involving Bitcoin,”
CFTC, Public Statements & Remarks, (June 30, 2022) [hereinafter “MTI Public Statement”].

8 See In the Matter of: Coinflip, Inc., d/b/a Derivabit, and Francisco Riordan, CFTC Docket
No. 15-29 (Sept. 17, 2015).

9 See “CFTC Statement on Self-Certification of Bitcoin Products by CME, CFE and Cantor
Exchange,” CFTC, Release Number 7654-17, (December 1, 2017).

10 Daniel Kuhn, SEC’s Gensler Reiterates Bitcoin Alone is a Commodity. Is He Right?,
CoinDesk (June 28, 2022) https://www.coindesk.com/layer2/2022/06/28/secs-gensler-reiterates-
bitcoin-alone-is-a-commodity-is-he-right/.
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CFTC’S CLAIMS

MTI was founded in 2019 under the laws of the Republic of South Africa.11

Steynberg, however, globally marketed MTI’s commodity pool and allegedly
engaged with individuals who were not eligible contract participants (“ECPs”).12

The CFTC claims “at least 23,000 [MTI] participants from the United States
and throughout the world” were conned into contributing to the pool.13

Steynberg orchestrated this widespread deception by leveraging social media
platforms, as well as other direct-to-consumer marketing strategies, to broadcast
MTI as an on-ramp into foreign exchange (“forex”) trading opportunities where
MTI participants could earn passive income via MTI’s collective trading of
their assets for retail currency on a leveraged, margined or financed basis.14

MTI’s lenient eligibility thresholds allowed anyone over the age of 18 and with
a minimum commitment of $100 in bitcoin to qualify as an MTI participant.15

MTI participants were led to believe that their bitcoin would be deposited into
the pool and that trades facilitated by a “bot” would net up to 10 percent in
profits per month.16

Even though MTI participants were assured that they could withdraw any
deposited funds within 48 hours of a request, it was later discovered that no
such trading “bot” existed—nor were any of the purported trades actually
profitable—and that all bitcoin transactions occurred at the sole discretion of
the defendants.17 The CFTC alleges that the defendants sought to further their
deception through the falsification of account statements and by effectively
running a Ponzi scheme where principal deposits of later MTI participants were
redistributed to earlier MTI participants to provide the illusion of “returns.”18

11 See e.g., Mirror Trading International (PYTC) LTD t/a MTI, Registration Number:
2019/205570/07.

12 7 U.S.C. § 1a(18)(A)(xi).
13 MTI Complaint, supra note 1 at 7.
14 MTI Complaint, supra note 1 at 8.
15 MTI Complaint, supra note 1 at 9.
16 Id (“Steynberg, individually and as an agent of MTI, claimed MTI’s trading ‘bot’ achieved

‘profits’ of 10% per month, and that the MTI Pool had never had a losing trading day except
for one day.”).

17 MTI Complaint, supra note 1 at 15 (“There was no trading ‘bot’ successfully trading on
behalf of participants; no profitable trading in forex, or anything else took place on behalf of pool
participants[.]”).

18 MTI Public Statement, supra note 2 (“Instead of trading forex as represented, Defendants
misappropriated pool funds, misrepresented their trading and performance, provided fictitious
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The defendants further attempted to grow the pool by establishing an “affiliate”
program through which MTI participants were influenced to recruit friends
and family members to register with MTI in return for bonuses on the
platform.19 In reality, these new MTI participants were also depositing bitcoin
into MTI accounts centrally controlled by Steynberg and devoid of any actual
trading activity to generate organic profits.

BEGINNING OF THE END

By July 2020, the defendants were issued a cease-and-desist order by the
Texas State Securities Board (“TSSB”) after the TSSB found that Steynberg had
made materially misleading solicitations and that MTI’s operations were
fraudulent.20 Subsequently, in August 2020, the defendants lost access to their
account at FXChoice, the primary broker meant to enable MTI’s forex trades.
FXChoice had frozen the defendants’ account because of suspicions of fraud.21

At this time, just 1,280 bitcoin (valued at $56 million) existed in the
defendants’ FXChoice account, even though the defendants had amassed
29,421 Bitcoin over the duration of the scheme.22 FXChoice ultimately
transferred the frozen balance to South African bankruptcy liquidators in April
2021 pursuant to an order from the South African Financial Sector Conduct
Authority (“FSCA”).23 After FXChoice froze the defendants’ assets and refused
to do any further business with the defendants, “Steynberg, individually and as
an agent of MTI, represented to [MTI] participants that MTI would transfer
all of the [p]ool’s trading accounts from FXChoice to a purported online broker
identified as Trade300.”24 Trade300 did not and does not exist.25 Although

account statements as well as created a fictitious broker at which trading purportedly took place,
and in general operated the pool as a Ponzi scheme.”).

19 MTI Complaint, supra note 1 at 9.
20 See “In the Matter of Mirror Trading International PTY LTD; Cornelius Johannes

‘Johann’ Steynberg; ForexandBitcoin.com; Michael Aaron Cullison; Steve Herceg and Brian D.
Knott,” Texas State Securities Board, Order No. ENF-20-CDO-1811 (July 7, 2020).

21 MTI Complaint, supra note 1 at 14.
22 Id.
23 See “The FSCA’s Investigation on Mirror Trading International Nears Completion,”

Financial Sector Conduct Authority, FSCA Press Release, (December 17, 2020).
24 MTI Complaint, supra note 1 at 14.
25 MTI Complaint, supra note 1 at 16 (“The broker Trade300 did not exist and was created

by Steynberg to further the fraudulent scheme[.]”).
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Steynberg had attempted to evade South African law enforcement as a fugitive,
he was recently arrested by INTERPOL in Brazil.26

CFTC ENFORCEMENT ACTION

The CFTC has alleged four counts against the defendants under the CEA.
First, the CFTC has alleged that the defendants had participated in a fraudulent
scheme involving unregistered forex trading.27 The first count includes the
unlawful trading of commodity futures, use of mail or other instrumentalities
of interstate commerce in connection with retail forex transactions, illegal
off-exchange leveraged or margined forex transactions with non-ECPs, and that
Steynberg himself exercised direct and indirect control over MTI either in bad
faith or knowingly causing MTI to violate the CEA.28

The second count alleges that Steynberg acted as an unregistered AP of MTI,
which itself was operating as an unregistered CPO by soliciting, accepting or
receiving funds or property from the public while engaged in a business of
forex-based investment transactions.29 Under this second count, each act of
fraudulent solicitation, misappropriation and false statement is a separate and
distinct violation.30

The third count alleges a failure to operate a commodity pool as a separate
legal entity, failure to receive funds in the pool’s name and a commingling of
pool funds.31 The fourth and final count alleges that the defendants failed to
register as a CPO or as an AP despite their continued operations qualifying
them as such.32

SIGNIFICANCE IN THE EVOLVING REGULATORY
ENVIRONMENT

The compulsory adaptation of regulatory schemes to the public’s adoption of
emerging technologies is a reoccurring theme in American jurisprudence. The
regulation of cryptocurrency is no different. The timing of this enforcement

26 MTI Release, supra note 2.
27 7 U.S.C. § 6b(a)(2)(A)–(C); Regulation § 5.2(b)(1–3); 17 C.F.R. § 5.2(b)(1)–(3) (2021).
28 Id.
29 7 U.S.C. § 6o(1)(A)–(B).
30 Id.
31 17 C.F.R. § 4.20(a)(1), (b), (c) (2021).
32 7 U.S.C. §§ 2(c)(2)(C)(iii)(I)(cc), 6m(1), 6k(2); Regulations 5.3(a)(2)(i), (ii); 17 C.F.R.

§§ 5.3(a)(2)(i), (ii) (2021).
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action dovetails with CFTC Chairman Rostin Benham’s public push to seek
additional resources for the CFTC and marks a prime opportunity to show the
capacity of the agency as it concerns the regulation of cryptocurrency markets.33

This enforcement action also coincides with the recently proposed Financial
Innovation Act (“FTA”). The FTA is a bipartisan effort from the duo of Senator
Cynthia Lummis (R-WY) and Senator Kirsten Gillibrand (D-NY) who aim to
pass a federal bill that will establish guardrails around the cryptocurrency
industry.34 The FTA suggests a categorization of cryptocurrencies as commodi-
ties, bringing cryptocurrency further into the realm of the CFTC’s authority.35

Weeks before Steynberg’s enforcement action, at the Chainalaysis Links
conference, CFTC Chairman Benham publicly reiterated the need for the
CFTC to have additional authority to regulate cryptocurrencies.36

Enforcement actions such as this present a tangible test as to the CFTC’s
ability to discipline and mature the cryptocurrency industry. At a time when
cryptocurrency scams are seemingly everywhere, with more than 46,000
individuals collectively losing over $1 billion in 2021 alone, the CFTC has
positioned itself to be the policing authority over this once-touted “wild west”
of an industry.37 The outcome of this most recent CFTC enforcement action
will not only influence the agency’s credibility among consumers, but it could
also chart the course as to how much power policymakers bestow in the CFTC
moving forward.

33 Derek Andersen, CFTC look at expanded authority to regulate crypto, for less than a 10%
budget increase, Cointelegraph (March 29, 2022) https://cointelegraph.com/news/ctfc-looks-at-
expanded-authority-to-regulate-crypto-for-less-than-a-10-budget-increase.

34 See “Lummis-Gillibrand Responsible Financial Innovation Act,” S. 4356, 117th Congress
(2021–2022).

35 Id.
36 Mengqi Sun, CFTC Signals Intent to Increase Enforcement of Crypto-Related Cases, The

Wall Street Journal (May 18, 2022), https://www.wsj.com/articles/cftc-signals-intent-to-increase-
enforcement-of-crypto-related-cases-11652908480.

37 Emma Fletcher, Data Spotlight: Reports show scammer cashing in on crypto craze, Federal
Trade Commission (June 3, 2022), https://www.ftc.gov/news-events/data-visualizations/data-
spotlight/2022/06/reports-show-scammers-cashing-crypto-craze#crypto1.
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